I. INTRODUCTION

Social media is an integral part of daily life and is woven into the texture of our society. In social media’s early days, we were more celebrative of the agency newly acquired through social media. Individually, we found new channels to express our opinions and to connect with others. Collectively, we witnessed how social media mobilized citizens in the Arab Spring and the Occupy Movement. Nevertheless, in recent years, concerns are growing about the risks of social media use. Social media filter bubbles—personalized content algorithmically curated based on one’s previous behavior on a given website—are replacing traditional mass media and weakening the imagined socio-political community. Two prominent whistleblowers, Edward Snowden and Christopher Wylie, alerted us on how social
media users’ privacy is under threat. Snowden revealed mass government surveillance and the potential cooptation of service providers. Wylie warned of Facebook’s earlier mistake in allowing developers to access excessive amounts of users’ data without their consent. Furthermore, Wylie unveiled Facebook’s continued failure and incapability to police developers’ use of data, which the developers previously acquired from Facebook.

Both whistleblowers demonstrate the danger of a surveillance society that social media facilitates; where individuals voluntarily surrender their data to service providers every day. It may be fair to call the users naïve if they had not realized that they—as the collective of the data points about them—are the products, not the customers, of such services. Among the major social media services, Facebook stands out, not only due to its market share, but also because of its insistence on a strong real name policy. Subscribers cannot use a pseudonym, but must sign up with their real name as their username on the platform. Due to this policy, Facebook users have more reason to worry about government and corporate surveillance they potentially
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encounter by using the platform. The real name policy raises safety concerns for some users. Facebook’s subscribers have protested against its real name policy. Yet, Facebook remains firm on demanding real names. This paper addresses why Facebook should reconsider this position and allow pseudonymous usernames.

Existing literature repeatedly points to several problems caused by social media’s real name policies – e.g. users are unable to clearly separate contacts they know and interact with in different social contexts and, hence, experience context collapse, finding it awkward when communicating on the platform; individuals should be able to explore different personas; real name policies may cause chilling effect and hinder free speech; real name policies may be abused and expose marginalized communities to harassment or danger, etc. Individuals may challenge government imposed real name registration systems in court, and South Korea courts declared them unconstitutional. Nevertheless, when private companies impose real
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name policies, users are assumed to willingly accept the companies’ policies when choosing to use their platform; though, these criticisms hardly amount to any legally actionable grounds.\footnote{See infra note 106 (explaining that the only threat to bring a class action lawsuit against Facebook’s real name policy in the United States was not to challenge the policy per se, but its enforcement).}

Privacy and data protection can derive one possible challenge. Our names reflect a variety of cultures and identities.\footnote{See infra note 99–101 and accompanying text.} This paper expands on this point and emphasizes that a person’s name contains a lot of potentially sensitive information. By requiring users to use real names on social media, many users may be immediately giving out a slew of information, such as gender, ethnicity, religion, social status, generation/age etc. Moreover, social media operators collect not only individual behavioral data, but they also observe the interaction between individuals. Hence, Facebook’s real name policy allows the company to map our patterns of interaction with users of different gender, ethnicity, religion, social status, generation/age, from which they may deduce more knowledge about us. With rising awareness of privacy in the surveillance society, it is more important to carefully consider the impact of Facebook’s strong real name policy, especially since the platform is arguably the largest social media service. The refashioned concerns about privacy also lead to new legal mechanisms, such as the European Union’s General Data Protection Regulations (GDPR), which offers non-EU countries a new regulatory model.\footnote{See EUR. PARL. DOC. (COM 679) 1 (2016).} In the past, Germany challenged Facebook’s real name policy.\footnote{See infra Section IV.} This paper discusses how the new data protection regime may handle a similar challenge differently and the new opportunities for users to challenge Facebook’s real name policy.

II. Real Names on Social Media – Rationales and Criticisms

There have been debates about requiring real names or permitting pseudonymity or anonymity on social media. This section will lay out
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these debates by: tracing controversies in different social media services, including Friendster, Facebook and Google+; analyzing their rationale for demanding real names; exploring the concerns their policies have raised; and, highlighting the criticisms they have received.

A. Meet Friendster! – A Predecessor of Real Name Social Media and User Revolt.

Facebook’s real name policy began at its inception in 2004, but it is not the first social media provider to require real name use. Friendster, the once popular online dating site, experienced user fallout when enforcing its real name policy. Unsatisfied with the “random and anonymous” hook-ups on pre-existing online-dating sites, Jonathan Abrams founded Friendster in 2002 for people to meet friends of their friends. Friendster subscribers could see four degrees of connections and the platform functioned like an early-day social media platform.24 Some subscribers did not conform to the service’s design and used it for non-dating purposes.25 Some still found the site’s architecture too limiting and attempted to meet people beyond the fourth degree. They repurposed the system by connecting to popular fake accounts, which allowed them to break their own social circles and meet new groups of people.26

Abrams and his colleagues wanted to keep Friendster the way they designed, a virtual beach party where one meets more people through friends, and started to clamp down on fake accounts.27 During this fallout, Friendster users pointed out what social media scholars later theorized: all accounts are performing and fakesters are no less authentic than those accounts with real names.28 The operators’ action was characterized as “Fakester genocide,” and users called for “Fakester revolution,” asking fellow users to defend their “right to

26 See danah boyd, None of This is Real: Identity and Participation in Friendster, in STRUCTURE OF PARTICIPATION IN DIGITAL CULTURE 149-50 (Joe Karagnais ed., 2007).
27 Anderson, supra note 24.
28 Id.
exist in the form . . . [they] . . . choose or assume.”29 But, these collective actions did not persuade the site operators to change policy and, as a commentator noted, Friendster was Abrams’ beach party, so “he gets to decide who is accepted and who isn’t.”30 Friendster’s strong position drove away many users, and the late-comer, Myspace, overtook its position in the early competition between social media services.31

Friendster’s experience of adopting and enforcing a real name policy was far from pleasant or successful, but it did not deter every platform operator from repeating its path. Facebook and Google+ are notable examples, although their rationales and trajectories are not the same.32 Recently, OkCupid, also an online-dating website, stirred a round of controversy when it attempted to abolish usernames and asked subscribers to “go by who you are, and not be hidden beneath another layer of mystique.”33 Changing policy from permitting a pseudonym to requiring a real name, such as what OkCupid did, is especially problematic as a user may have exhibited or performed on the platform in a way different from how they would have acted if the platform required real names from the beginning.34 If users did not have the option to erase that information from the platform’s record, including their interaction with other users, they would have to choose between connecting their real name with their activities under their pseudonym, start anew on the website, or abandon the service. OkCupid’s policy change was so unpopular that the company backtracked from the decision and clarified they are not demanding real/legal names.35

29 boyd, supra note 26.
31 See generally boyd, supra note 26.
32 See infra note 55, infra note 78.
33 Kelly Cooper, An Open Letter on Why We’re Removing Usernames, Addressed to the Worst Ones We’ve Ever Seen, OKCUPID BLOG, (Dec. 21, 2017), https://theblog.okcupid.com/an-open-letter-on-why-were-removing-usernames-addressed-to-the-worst-ones-we-ve-ever-seen-dd017c75d49a [https://perma.cc/N64D8DUN].
34 See Matthew Sheffield, OkCupid’s Big Blunder: Dating Site Won’t Make You Use Your Real Name After All, SALON (Jan 1, 2018), https://www.salon.com/2018/01/01/okcupsids-big-blunder-dating-site-wont-make-you-use-your-real-name-after-all/ [https://perma.cc/YZ9T-3XQJ].
35 See Christina Bonnington, OkCupid Says People Have to Use Their Real Names—and then Changes Its Mind, THE DAILY DOT (Jan 3, 2018), https://www.dailydot.
B. Everyone Should Have Only One Identity – Do Real Names Make Authentic Social Media?

Mark Zuckerberg claims that everyone should have only one identity – “[h]aving two identities for yourself is an example of lack of integrity.”36 Similar to Friendster’s rationale of meeting friend’s friends, Facebook believes the real name policy makes the platform experience more authentic – like talking to real friends in real life.37 Nevertheless, as communication scholar Amber Davisson points out, Facebook bases its idea of authenticity on the assumption that we reveal our full names to others in real life, however, full names are actually only used for introductions on specific occasions.38

Many scholars raised concerns about real name policies by referring to Erving Goffman’s performed self or to Helen Nissenbaum’s notion of contextual integrity.39 In general, individuals play different roles according to specific contexts. An individual’s real life may be carefully compartmented in the physical world, allowing one to perform consistently in a given context. The real name policy on social media collapses these contexts by flattening the many folds of one’s social world into one webpage display, making it difficult for an individual to separate audiences and hence causing constant tension and awkwardness.40 Facebook does allow users to decide who can see their content, which is one way to address this issue; however, this would not solve the problem for those who use pseudonyms to interact with others in certain contexts. Bernie Hogan has pointed out that

38 See id.
while some users may take pain to manage the audience of each posts—when concerned about context collapse caused by real name policies—others may simply become more reserved on social media than in real life.\footnote{See Bernie Hogan, *The Presentation of Self in the Age of Social Media: Distinguishing Performances and Exhibitions Online*, 30(6) BULL. OF SCI., TECH. & SOC’y 377 (2010).} Hence, the authentic identity of real names does not guarantee users authentic experiences and interactions.

A relevant argument to context collapse is that individuals should be allowed to explore different personalities, and the Internet is the prime location for such exploration. The real name policy forecloses that opportunity.\footnote{See generally Michael S. Bernstein et al., *4chan and /b/: An Analysis of Anonymity and Ephemerality in a Large Online Community*, The Fifth International AAAI Conference on Weblogs and Social Media, Barcelona, Spain, July 17–21, 2011.} Nevertheless, since the real name policy is not widely adopted by social media providers, Facebook can respond to this argument by simply saying that those who are interested in persona exploration are free to utilize other services.\footnote{Mothers who wish to vent and release stress from parenting without worrying about the usual image of motherhood can go to *YouBeMom*, a forum that allows mothers to anonymously discuss parenting, instead of using Facebook that requires them to use their real name. \textit{See generally} Sarita Yardi Schoenebeck, *The Secret Life of Online Moms: Anonymity and Disinhibition on YouBeMom.com*, https://yardi.people.si.umich.edu/pubs/SchoenebeckYouBeMom13.pdf [https://perma.cc/JPU6-MR5C]; PROCEEDINGS OF THE SEVENTH INT’L AAAI CONFERENCE ON WEBLOGS AND SOCIAL MEDIA, July 8–11 2013, at 555.}

Another argument is that real names will help prevent impersonation on social media. Nevertheless, Facebook’s stringent real name policy can be problematic to those who are already known in the offline world by their pennames or stage names prior to joining Facebook. For example, Facebook once deactivated acclaimed writer Salman Rushdie’s account and later, upon reviewing his passport photo page, unilaterally changed his user name to Ahmed Rushdie, as his official passport name is Ahmed Salman Rushdie.\footnote{See Emil Protalinski, *Facebook Name Battle: Ahmed Salman Rushdie Claims Victory*, ZDNET (Nov. 15, 2011), https://www.zdnet.com/article/facebook-name-battle-ahmed-salman-rushdie-claims-victory/ [https://perma.cc/KLX4-6YKG].} This policy’s enforcement not only violates Rushdie’s will, but can also confuse the public and those who intend to connect with the author or other public
figures with an established penname.45 While Facebook eventually reversed its decision and allowed Rushdie to reclaim his old username after he publicized the incident on Twitter;46 others with a lower profile or with usernames that deviate more from their real names may have a harder time fighting with Facebook.

Facebook is not alone in holding a real name policy. In 2011, Google released its social networking service, Google+, which adopted a real name policy following Facebook’s rationale and enforced it heavy-handedly.47 The controversy led to “nymwars” and debates over privacy and online identity.48 Some note that Google+ is the victim of its real name policy, as those who continued to use the service in uninteresting ways affected its popularity.49 In 2012, Google relaxed the policy to allow users to start a new account with already established pseudonyms, but the company required these users to register and have their legal name on record.50 Around the same time, Facebook’s “verified account” also took a similar approach to allow well-known people to use their stage names, but still asks them to
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45 Facebook did relax their real name policy for people with established public persona in 2012 with “verified accounts” – allowing users with 20,000 subscribers or more to use their stage name or penname after providing the company their official identification. Yet, they have to first register with their real name, attract enough subscribers to meet the high standard with their real name before they can be verified. In other words, even though there are some celebrities that we rarely associate with their real names, Facebook forces them to disclose their real identity before they can be their usual stage selves. Even after verification, they are still not allowed to erase such information but will have to include their real names in the usernames or in the “about” section of the profile. See Somini Sengupta, Lady Gaga Now, Even on Facebook, N.Y. TIMES (Feb. 16, 2012), https://www.nytimes.com/2012/02/17/technology/new-facebook-policy-on-made-up-names-lets-gaga-be-gaga.html [https://perma.cc/2MMQ-UAFU].
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include their real names in the username or in the profile. In 2014, Google+ suddenly reversed and abolished the real name policy, apologizing for causing “unnecessarily difficult experiences” for some users. This long-awaited policy change did not save Google+, though, as the service had several other issues and failed to unseat Facebook in the social media market. Nevertheless, the company changed the policy just in time, right before Facebook’s real name policy led to another wave of criticism when it deleted or suspended profiles of drag queens and Native American users in 2014, eventually escalating to the #MyNameIs campaign, which will be discussed later.

C. Real Names Make It Easy to Connect

When talking about the real name policy, Zuckerberg often emphasizes its importance for making Facebook easy to use, allowing people to look up friends and reconnect with them. Indeed, many

51 See Caragliano, supra note 19.
52 Violet Blue, Google Reverses ‘Real Names’ Policy, Apologizes, ZDNET (July 15, 2014), https://www.zdnet.com/article/google-reverses-real-names-policy-apologizes/ [https://perma.cc/M3UF-NY72]. In 2013, claiming to fight spams, Google angered users by requiring YouTube comments to be posted via Google+ and thus signed in with real names; Stuart Dredge, YouTube Fights Back Against Spam Comments but Sticks with Google+, THE GUARDIAN (Nov. 26, 2013), https://www.theguardian.com/technology/2013/nov/26/youtube-spam-comments-google-plus [https://perma.cc/B9MH-EUS2]. This practice also ended in 2014 when Google abandoned the real name requirement.
people, this author included, have found or have been found by childhood friends on social media. And, this feature may contribute to Facebook’s popularity to a certain extent. Nevertheless, this argument does not necessitate a strong policy that obligates everyone to use their real name. As danah boyd pointed out, some have chosen to use their real name on Facebook, not because the website imposes a real name policy, but because they saw it as an established social norm.\footnote{See danah boyd, Designing for Social Norms (or How Not to Create Angry Mobs), ZEPHORIA (Aug. 5, 2011), http://www.zephoria.org/thoughts/archives/2011/08/05/design-social-norms.html [https://perma.cc/T9VB-47FL].}

This might also be the reason why LinkedIn, having its own real name policy, stirs much fewer controversies than Facebook.\footnote{See Names Allowed on Profiles, LINKEDIN, https://www.linkedin.com/help/linkedin/answer/28422/names-allowed-on-profiles?lang=en [https://perma.cc/XUH2-4K6F].} People who are using LinkedIn, a business networking service, to present their professional selves for the purpose of networking and self-advertising are more willing to give out their real names. Facebook began as a service offered to only a few campuses.\footnote{See Company Timeline, FACEBOOK (Feb. 28, 2008), https://web.archive.org/web/20080228004941/http://www.facebook.com/press/info.php?timeline [https://perma.cc/VU5T-JS7K].} Early Facebook adopters were likely to bump into each other physically and learn about each other’s real names anyway; if not having a physical “facebook” that contains such information at hand already.\footnote{Alan J. Tabak, Hundreds Register for New Facebook Website, THE HARV. CRIMSON (Feb. 9, 2004), https://www.thecrimson.com/article/2004/2/9/hundreds-register-for-new-facebook-website/ [https://perma.cc/XA7F-RW9D]. In fact, Facebook began as an attempt to build a third-party Harvard-University-wide student directory to outdo the official student directory, Facebook, that is divided by undergrad student residential houses. Such directory already contains students’ real names and profile pictures. Also, back then Facebook required users to sign up with the institutional email, which in general already contains surname or even the full name.} After the service became open to the wider public, the character of the website also changed.\footnote{See, e.g., Joe O’Shea, Unlike This! Why Parents Make Facebook So Uncool, INDEPENDENT.IE (Dec. 4, 2013), https://www.independent.ie/lifestyle/unlike-this-
media service is not confined to people we meet in one type of setting. After Facebook began to serve the general public, some people found no problem following the example of early adopters by registering with their real names, but others may have good reasons to feel reluctant.

D. Real Names Foreclose Bad Behavior

There is a common sentiment against online pseudonymity and anonymity, associating them with trolling and abusive behavior. Anonymity is quite different from pseudonymity. On Internet discussion forums, pseudonymous comments are not necessarily hostile. In fact, a great majority of pseudonymous comments are either positive or neutral. To combat cyber defamation and bullying, South Korea once required online commenters to register with their real name and national identity number. However, the registration system does not effectively address the problem it was supposed to solve. On the other hand, associating pseudonymity and anonymity with trolling underestimates the value of pseudonyms on the Internet. Comment hosting service Disqus reports that pseudonymous commenters post more often than those logged in from Facebook and generate more positive responses. Scholars reckon that a persistent reason is that pseudonymous commenters have a stronger sense of responsibility to their community.

why-parents-make-facebook-so-uncool-29802959.html [https://perma.cc/XJ2T-G552]. The change of website character and its impact on user’s online identity may not have been so drastic or caused as much confusion as in the case of OkCupid’s policy change. There was also no user revolt similar to the one in the OkCupid case. After all, it is harder for users to argue that Facebook should not expand its services. Also, since the expansion was gradual, users might have adapted their behavior with the demographic change. Nevertheless, there had been reports about people leaving the platform because their parents have joined.


62 See STRYCKER, supra note 48, at 168.

63 Note that pseudonymous handles are still permitted, but they need to be associated with the commenter’s real identity through registration. See Caragliano, supra note 19.

64 See Caragliano, supra note 19.

pseudonym enables people to build their online reputation and is a way to provide both accountability and privacy. Scholars also point out that instead of insisting on real names, building social norms and technological solutions may be more effective to combat bad behavior online.

Real name policies may deter malicious anonymous speech, but they also deter legitimate speech, if used as a tool for government censorship. Moreover, Facebook received criticism for making reporting too easy and for the real name policy itself silencing speech or being used to bully other users. Not using one’s real name violates the terms of use and leads to account suspension. Even without behaving in any way that violates the community standards, once reported under the real name policy, a user can be shunned from the site by Facebook until he or she provides sufficient proof to the administrator. Real name policies not only affect one’s ability to speak up freely, but also provide security and safety as well. Victims of domestic violence or stalking may expose themselves to the perpetrators if they cannot use pseudonym on Facebook.


70 See id.

The impact Facebook’s real name policy can have on marginalized communities or vulnerable individuals is especially concerning. Native Americans have been falsely reported for violating the policy simply because the mainstream population is unfamiliar with their naming systems. Transgender individuals, drag queens, and victims of stalking and domestic violence fault Facebook’s real name policy for exposing them to danger. The outspoken members of the group are likely to be targeted and silenced due to account deactivation from these false reports. The #MyNameIs campaign, led by these various groups, was unable to convince Facebook to change the real name policy, but it did pressure the company to apologize and to adjust its report mechanism, hoping to deter false reports by making the procedure more onerous. The new procedure also includes an inquiry for the reported accounts to provide some relevant contexts for the administrator, although this new measure may actually require vulnerable individuals to provide more details and may expose them to danger. The #MyNameIs campaign raised public awareness and acknowledgment of how Facebook’s real name policy affects marginalized communities or vulnerable individuals. Nevertheless, the narrow focus of this campaign also makes the real name policy
appear to be the problem of only the marginalized few, rather than a common problem for all Facebook users.

E. Not Social media; Identity Services

When Google+ was first released, it was only available to people who had invitations to sign up as beta testers. Although it was also offered to a selected group of people, the beta testers were unlike early Facebook adopters, who had certain physical bounds on campus. This is perhaps why Google+ had more pushback for its real name policy, even though both Facebook and Google+ embraced such policy from inception.\(^77\) Not long after the Google+ release, Google’s then-executive chairman Eric Schmidt once admitted that Google+ was “primarily an identity service,” not social media, and they need people to use their real names to “build future products that leverage that information.”\(^78\) This comment sheds light to a less-spoken reason for real name policies. Google was already collecting users’ behavior, such as browsing history and clicks. Associating such behavioral information with their real identity will allow better microtargeting and, thus, making their data more valuable.\(^79\) Scholars suggest that Facebook’s association of authenticity and real names is an administrative concept. Seeing itself as an online registry and identity service, Facebook asks people to use the identities that are sanctioned by established authorities.\(^80\) To this author’s knowledge, Facebook has

\(^{77}\) See STRYKER, supra note 48 (suggesting that demographic difference was the reason why Google+ received more negative feedback for its real name policy than Facebook. The “Silicon Valley geeks” are more accustomed to the culture of pseudonym and alternate identities than their “ivy league pals”). This demographic difference also entails a social norm that is different from the early adopter of Facebook, who saw it as an online version of the physical Facebook that lists other potential adopters’ photos and real names already. In this walled garden, there is less resistance to use real names on the social media platform as an extension of campus life.


\(^{80}\) See Oliver L. Haimson & Anna Lauren Hoffmann, Constructing and Enforcing “Authentic” Identity Online: Facebook, Real Names, and Non-Normative Identities, FIRST MONDAY (June 6, 2016), http://firstmonday.org/ojs/index.
never acknowledged that identity service is a reason for their insistence on the real name policy. Nevertheless, real names add value to Facebook’s user data profile and makes Facebook a unique platform for offering this feature.  

For example, Facebook Connect, an authentication application program interface (API) that allows users to log onto other platforms with their Facebook account, can appeal to services that associate real names with better online behavior.

II. ON FACEBOOK, DO YOU HAVE CONTROL OF YOUR INFORMATION?

When Congress confronted whether Facebook’s business model, and the data collection practice it involves, may threaten users’ privacy, Facebook’s standard response was that their users’ have control of what they share and with whom they share.  

These responses are not really answering the question. At best, Facebook’s responses address only that users can control what other users could see, but not what Facebook can know about them. This response is given so often that it appears Facebook is intentionally misinterpreting or diverting the question to something else. For media studies scholar Christian Fuchs, Facebook reducing user privacy to the visibility of information to other users is just “cover[ing]...
up the economic surveillance and commodification of user data” which is fundamental to its profit scheme.86

Indeed, users can decide how public a post is, change the privacy setting later or take the post down, and customize friend’s lists for better audience control. Facebook gives users tools to manage how they want to appear online and to avoid context collapse. Some have criticized the customized friend’s list function for being too difficult to use.87 This results in users tending not utilizing the function and, thus, their activities fall into the default public setting, which Facebook prefers over a private setting.88 Nevertheless, even if users are diligent to exercise such control, this author’s concern is that they would be surrendering more data to Facebook: who are their closest friends; which of their friends are often grouped together or never grouped together at all; what kind of information they are willing to share with which friends; the kind of locations a user would go with different groups of friends; etc. It is ironic, but the ‘users’ choice’ Facebook prides itself on seems to be a choice between users’ control of how widely they would share the information and how much they would like Facebook to know about them.89

Zuckerberg also claims that users can choose not to have Facebook collect their information: “[t]he information that we collect, you can choose to have us not collect.”90 However, it is doubtful that users have full control of what Facebook collects, as they lack full knowledge of what Facebook actually collects.91 Facebook does give
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86 Christian Fuchs, The Political Economy of Privacy on Facebook, 13(2) SAGE J. TELEVISION & NEWS MEDIA 139, 139–59 (2012).
88 See id.
89 See JOHN CHENEY-LIPPOLD, WE ARE DATA: ALGORITHMS AND THE MAKING OF OUR DIGITAL SELVES 245 (2017) (noting Facebook’s privacy setting, which claims to give users control, is not really privacy but mere “adequate site architecture.”).
users some tools to turn off information from third parties, so they do not see advertisement based on their behavior. This may give privacy-conscious users certain comfort as they are not seeing behavioral advertisement. Nevertheless, that does not alleviate privacy concerns, as Facebook still collects certain users’ behavioral data. Zuckerberg admitted to Congress that data collection is the center of their business model. Instead of offering users the option to pay for an advertisement-free environment, they believe advertisement is the right model because it keeps their services free and permits more people to subscribe to their service.

In fact, even if Facebook argues that their business relies on advertising, and that they would prefer the ability to show relevant ads, Facebook does not need to know users’ real name to microtarget. Associating users’ profiles with their real-world identity may add value if Facebook aggregates their own data with real name containing datasets that they purchased from data brokers. However, phone numbers or email addresses may be more useful for such purposes, as they are more unique and can avoid the confusion caused by common names. Zuckerberg claims that interacting with data brokers is

Facebook tracks users “operations and behaviors.”); Data Privacy, FACEBOOK, https://www.facebook.com/privacy/explanation [https://perma.cc/X9P8-ENGV] (last modified Apr. 19, 2018) (noting the difference between the data policy and explanation and that each page roughly describes the type of user information Facebook tracks); Data Privacy, FACEBOOK, https://www.facebook.com/about/privacy/previous [https://perma.cc/CR8V-7MEY] (last modified Sept. 29, 2016) (showing that Facebook allows users to turn off certain data collection, and doing so acknowledges the collection of data in the settings. But neither operation nor behavior tracking is an option that users may turn off).


94 See id.

95 See Kalev Leetaru, The Data Brokers So Powerful Even Facebook Bought Their Data – But They Got Me Wildly Wrong, FORBES (Apr. 5, 2018, 04:08 PM), https://
common practice in the industry and that Facebook stopped doing so in March 2018. If Facebook conducts microtargeting only based on its own data, including its other company-owned services, it has fewer reasons to continue imposing its real name policy.

Facebook’s real name policy has effectively silenced activists and marginalized communities and vulnerable individuals. Without behaving badly or violating any community policies, users who supposedly violate the real name policy must prove their identity or their account can be suspended or deactivated. Malicious false reports and subsequent account suspension or deactivation can significantly impact an individual’s ability to express their opinion. Malicious false reports can be strategically used to suppress collective actions by silencing political leaders or activists at critical moments or societal transformations. Removing the policy, instead of adjusting it as Facebook did in 2015, is more effective to stop such abuse. Even without a real name policy, Facebook may still induce users to provide their real names if they see it as an established social norm on the platform. Facebook can further induce users to provide real names by improving their privacy practices, including properly scrutinizing government requests for user data and denying overbroad requests. Some may argue that, in light of the Russian meddling, Facebook should insist on getting rid of fake accounts. Yet, technologically speaking, Facebook should be able to differentiate between the fake accounts with suspicious patterns of activities and the individual pseudonymous accounts, as Facebook have done in the past. If Facebook no longer has a real name policy, then Facebook can conceptually separate legitimate pseudonymous users from the “fake

accounts,” in the Russian meddling scenario, and stop them from being categorically blamed for being potential trolls.

Facebook understated the amount of information that a real name contains. Generally, it is easy to guess a person’s gender from his or her name. John Doe and Jane Doe describe whether an anonymous party in a lawsuit identifies as male or female. Facebook’s data policy acknowledges that some categories of information, such as religious belief, receive special protection under certain jurisdictions and users choose whether to give out such information.98 Nevertheless, Facebook may deduce such sensitive information from a user’s real name without the user providing the information on their profile page. A person’s name often reflects his or her religion.99 Names may also reveal the political beliefs of the parent and show clues on the upbringing of the children if parents name their children after their national hero or socio/political leaders. For some people, their race or ethnicity can be easily guessed from their names. It is also possible to derive one’s birthplace or country of origin from a name, or at least narrow down the possibilities. People may guess from this author’s surname that she is ethnically Chinese, and seeing this author’s first name, people are likely to believe that she is not a second-generation immigrant born in a Western country. Those who are more familiar with Chinese languages would know that this author’s last name is pronounced differently in different dialects. Depending on the dominant dialect of the region, it can be spelled differently in the official documents. Singaporeans with the same last name are likely to be ‘Tan’ instead of ‘Chen,’ while Cantonese with the same last name are likely to be ‘Chan.’ Some names or naming systems may be reserved for people of certain social status, even though such rules are not self-evident to people from other cultures.100 Popular names in a given country differ from generation to generation, thus names may also suggest to which age group one belongs.101 In short, real names

101 See Tells Us about Your Age, Where Your Live, Your Political Leanings and Your Job, THE WASHINGTON POST, (May 26, 2015),
contain significant amounts of information. Even though some information is not easily decipherable by people who are unfamiliar with a particular context or culture, developers can create technical tools to analyze such information in aggregate data. Information contained in real names may also be misleading. Someone with a feminine sounding name may actually identify as male. A person’s name may be German or French, but it is actually Canadian. A Muslim woman may keep her family name after marrying a Christian and converting. Yet, the point is not whether Facebook’s assumptions are right or wrong. They are not always correct when they profile us based on the other behavioral data they collect. The point is that Facebook can collect the information contained in names with its real name policy and can already profile their users based on their knowledge, misconstrued or not. In a datafied world, Facebook can make decisions about users based on how they are categorized, e.g. feed users the information/advertisement Facebook believes to be relevant to them. Even though in some jurisdictions users have the right to rectify incorrect information about them, they need to know that Facebook is collecting certain information about them. When Facebook can covertly collect information by requiring real names, users will have more difficulties exercising such rights.

Despite Facebook’s claims that users control what they are willing to share, under its real name policy, users do not have control of sharing the information contained in their names, which can be fundamental to their personal identity. Facebook was criticized for allowing race-discrimination housing ads. Even without collecting individual’s behavioral data, using their names and the names of the


103 See generally Chenney-Lippold supra note 89.

104 See EU 2016/679, art. 16.

people they frequently interact with already allows certain kinds of racial profiling.

III. The General Data Protection Regulation as a New Regulatory Model?

Facebook’s real name policy led to criticism and protests, but rarely legal challenges. As Facebook is a private party platform and users agree to their terms of use when signing up, opponents have limited legal tools. In early 2015, Native Americans attempted to bring a class action against Facebook. The complaint was not disputing Facebook’s real name policy per se, but that the enforcement of the policy makes it especially difficult for Native American users. Given the limited scope of U.S. data protection laws, it is difficult to effectively challenge Facebook’s real name policy in the United States. In the past, two German regulators have ordered Facebook not to enforce the policy in Germany, but Facebook challenged both orders and prevailed in the court. In 2018, in a lawsuit brought by a German consumer-protection organization against Facebook’s real name policy, the Berlin district court ruled that the policy violates Germany’s data collection law. Facebook appealed, and it is still unclear how the higher court will decide. The Berlin court decision occurred a few months before the implementation of the EU General Data Protection Regulation (GDPR). This section briefly reviews the few times Facebook was challenged in Germany and discusses whether the GDPR, the new regulatory model of user privacy on the Internet, may allow users and regulators to challenge Facebook’s real name policy more effectively.

In 2012, the data regulator in Schleswig-Holstein (SHULD) ordered Facebook to stop implementing the real name policy, as it violates the German Telemedia Act (2007), which asks telemedia

107 See, e.g., Federica Giovanella, Copyright and Information Privacy Conflicting Rights in Balance 301 (2017).
service providers to allow anonymous or pseudonymous use of their services. It ordered that providers can also profile usage based on pseudonym for advertisement purposes if the subscriber is notified with the right of refusal and does not object. However, the provider cannot connect users’ real identity with their online pseudonyms. SHULD emphasized that Facebook’s monopoly status in social media compels people to sign up for their services. Hence, SHULD considers its order reasonable because Facebook’s competing interest in choosing business models does not outweigh users’ interests in protecting their privacy.

Facebook challenged the order in the state administrative court and prevailed. The court agreed with Facebook’s claim that the processing of data took place in Ireland by Facebook Ireland, Ltd. Since the data controller (Facebook Ireland) is based in a EU member state, it does not matter that the company has a German subsidiary to process and store German data. The court decided that Irish law is exclusively applicable and that Facebook’s policy is complying with the Irish law. The court did not discuss the substantial arguments raised by the SHULD, even though it agreed that Facebook’s mandatory real name policy violates the German Telemedia Act.

In 2015, the data regulator in Hamburg also issued an order regarding Facebook’s real name policy. Like SHULD, the Hamburg regulator found the real name policy violated the German Telemedia Act, which gives users’ the right to use a pseudonym. The regulator also found Facebook’s requirement to provide official identification was in violation of German identification and passport law. In the
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case in question, Facebook unilaterally changed the user’s pseudonym, which the regulator deemed violated users’ right to informational self-determination: a basic right the German Federal Constitutional Court developed and still recognizes. The Hamburg regulator rejected Facebook’s position that only Irish law applies because Facebook has economic activities in Germany and a branch in Hamburg. Facebook fought the order. The Hamburg administrative court decided in favor of Facebook, finding that Irish data protection law applied, and that the Irish data protection authority already determined Facebook’s real name policy was Irish-law-compliant. In 2016, the Hamburg Higher Administrative Court ruled in favor of Facebook, finding it unclear whether the EU Data Protection Directive allows the Hamburg data regulator to take national actions against Facebook, whose European headquarters is in Ireland.

While the courts decided on jurisdiction and choice-of-law grounds, neither court elaborated on the substantive legal arguments provided by the data regulators. The GDPR changes the jurisdiction arrangement in the previous EU Data Protection Directive. Even if Facebook claims that its headquarter is in Ireland, German regulators may still establish their jurisdiction based on the collection of German data subjects. Though Irish regulators may still be the lead supervisory authority, under the GDPR, German regulators may establish a right to participate in joint operations by asserting that Facebook, the data controller, has an establishment in Germany and a significant number of German data subjects are likely to be substantially affected by processing operations. Although the Telemedia Act was revised in 2017, users’ right to remain anonymous or pseudonymous remains
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unchanged under the new Act. If German regulators ordered Facebook to stop implementing its real name policy now, once the jurisdiction of German laws is established, Facebook may find it more difficult to fight the decision. Hence, German residents and German regulators may stand a better chance under GDPR to demand Facebook to comply with German laws and to stop implementing its real name policy.

Other EU residents and regulators may also have a plausible argument to challenge the real name policy. As previously discussed, Facebook’s business model and advertising scheme does not necessarily need users’ real names and the collection of such data may violate the GDPR’s principle of data minimization; which requires Facebook to process only what is necessary in relation to their operation. This position is likely to lead to a long argument on what is ‘necessary.’ Facebook may still assert that a real name is central to their operation. Yet, as also previously discussed, users’ real names often contain a lot of sensitive information which the GDPR considers special categories of personal data, including: racial or ethnic origin, political opinions, and religious or philosophical beliefs. The processing of such data requires explicit consent from the data subjects. Such consent must be freely given, and, under GDPR Recital 43, consent is invalid if a clear imbalance between the data subject and the controller exists.
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could first consider making a case that Facebook’s monopoly compels users to sign up. Second, as the Berlin court in the lawsuit brought by the consumer protection organization in 2018 opined, the mandatory real name policy is a covert way of collecting “real names” as personal data.\textsuperscript{129} Courts may consider the policy a covert way of collecting users’ special categories of data that are already contained in their names.

As discussed earlier, even without a real name policy, users signing up for Facebook may still be willing to provide their real names because they consider it a social norm on the platform and want to exploit the platform’s merits, such as easy searchability and personality/brand management. Without a mandatory policy, provided that Facebook explains the data collection in a transparent and easily accessible way that complies with the GDPR, Facebook may be able to establish that those who choose their real names as user accounts have given Facebook explicit consent.\textsuperscript{130}

\textbf{IV. Conclusion}

The track record of Facebook’s privacy practice is problematic. In response to the recent Cambridge Analytical scandal, Zuckerberg repeatedly emphasizes that users have control of their data, including how much of their data Facebook collects for targeted advertising. This paper argues that users do not have such control if Facebook continues to insist on its real name policy because our names contain a lot of information about us. The EU’s GDPR opens a new regulatory model and provides EU residents with a higher level of protection regarding the collection and processing of their data. The new jurisdiction arrangement in the GDPR also shakes up internet intermediaries’ previous strategies in relation to the choice of laws. Since the GDPR’s enforcement on May 25, 2018, a new spree of lawsuits against mega internet intermediaries has already begun.\textsuperscript{131}
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Facebook made several adjustments to be GDPR compliant, but changing its real name policy is not among the measures taken. It would not be a surprise if Facebook’s long controversial real name policy soon faces new challenges in the EU, and Facebook may find the policy less defendable under the new regime.
